Offered Price
Discounted 5% off List
Seculore CyberSight™ - Premier S 39,900
-12 months CyberSight Service
-24x7x365 Cybersecurity Monitoring
-Unlimited devices monitored per physical segment
-SOC Cyber Team Threat Analysts
CSW-HG -Forensic Event Logging
-Weekly Reports
-Prioritized Action Iltems
-Nationwide Public Safety Cyber Threat Awareness
-Dedicated SOC Analyst with optional weekly meeting
-Ongoing Incident Escalation and Response

Seculore CyberSight™ Cloud - Premier S 47,500
-12 months CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per segment

-SOC Cyber Team Threat Analysts

CSW-C-HG -Forensic Event Logging

-Weekly Reports

-Prioritized Action Iltems

-Nationwide Public Safety Cyber Threat Awareness
-Dedicated SOC Analyst with optional weekly meeting
-Ongoing Incident Escalation and Response

Code or Part No. Desccription




CSW-A-HG

SeculLore CyberSight™ - Premier Additional Monitoring

-12 months CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment

-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness

-Dedicated SOC Analyst with optional weekly meeting

-Ongoing Incident Escalation and Response

-Analysis of data from additional network segment will be included in the
report prepared for the primary segment monitored at a weekly cadence

23,750

CSM-HG

Seculore CyberSight™ - Signature

-12 months CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment
-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Monthly Reports

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness
—-Dedicated SOC Analyst with optional monthly meeting
-Ongoing Incident Escalation and Response

32,300




CSM-A-HG

SeculLore CyberSight™ - Signature Additional Monitoring

-12 months CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment

-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness

-Dedicated SOC Analyst with optional monthly meeting

-Ongoing Incident Escalation and Response

-Analysis of data from additional network segment will be included in the
report prepared for the primary segment monitored at a monthly cadence

23,750

CSS-HG

SeculLore CyberSight™ - Core

-12 months CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment
-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Semi Annual Reports

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness
-Dedicated SOC Analyst with optional semi annual meeting
-Ongoing Incident Escalation and Response

15,200




CSS-A-HG

SeculLore CyberSight™ - Core Additional Monitoring

-12 months CyberSight Service

-24x7x365 Cybersecurity Monitoring

-SOC Cyber Team Threat Analysts

-Unlimited devices monitored per physical segment

-Forensic Event Logging

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness

-Dedicated SOC Analyst with option semi annual meeting

-Ongoing Incident Escalation and Response

-Analysis of data from additional network segment will be included in the
report prepared for the primary segment monitored at a semi annual
cadence

15,200

CSR-HG

Seculore CyberSight™ Rotational Report

- CyberSight Premier or Signature segment required along with at least two
CyberSight Core segments

- Reporting matches frequency of current CyberSight Tier in use

- Report will rotate through additional CyberSight segments being
monitored as required

7,600

PAL-S-HG

Spare hardware (on-site replacement)
-12 months

-preconfigured for installation

-latest version/updates

4,275

CB-HG

Seculore CyberBenchmark
-Specialized Cybersecurity Assessment
-Utilizes proprietary hardware

-IP Traffic Analysis Report

-Network Vulnerability Report

-Network Architecture Review
-Prioritized Remediation Plan
-Cyber-Incident Response Plan

-Key Policy Documents

17,100




CB-A-HG

SeculLore CyberBenchmark Add-On

-Additional Data Capture

-Analysis of data from one additional capture point beyond scope of base
CyberBenchmark process

3,325

CJI-HG

CJIS Assist

-12 months CJIS Monitoring Service

-Up to 50 Assets off existing or new switch/router
-24x7x365 Cybersecurity Monitoring

-SOC Cyber Threat Analysts

-Forensic Event Logging

-Monthly Active Scans

-Monthly Scan Reports

-Scans when new vulnerabilities are identified and reported
-Ability to readily update vulnerabilities to be scanned
-Prioritized Action Iltems

-Seculore's Unique Public Safety Threat Visibility
-Ongoing Incident Escalation and Response

15,200

CJI-AE-HG

CJIS Assist - Additional 50 Assets on Existing CyberDSP
-12 months CJIS Monitoring Service

-Up to 50 Additional Assets off existing switch/router
-24x7x365 Cybersecurity Monitoring

-SOC Cyber Threat Analysts

-Forensic Event Logging

-Monthly Active Scans

-Monthly Scan Reports

-Scans when new vulnerabilities are identified and reported
-Ability to readily update vulnerabilities to be scanned
-Prioritized Action ltems

-Seculore's Unique Public Safety Threat Visibility
-Ongoing Incident Escalation and Response

7,600




CJI-AA-HG

CJI-MA-HG

CJIS Assist - Additional 50 Assets on Additional CyberDSP
-12 months CJIS Monitoring Service

-Up to 50 Additional Assets on additional CyberDSP Deployment
-24x7x365 Cybersecurity Monitoring

-SOC Cyber Threat Analysts

-Forensic Event Logging

-Monthly Active Scans

-Monthly Scan Reports

-Scans when new vulnerabilities are identified and reported
-Ability to readily update vulnerabilities to be scanned
-Prioritized Action Items

-Seculore's Unique Public Safety Threat Visibility

-Ongoing Incident Escalation and Response

Add On Modules

CJIS Assist - Deployed on Existing CyberSight Deployment
-12 months CJIS Monitoring Service

-Up to 50 Assets off existing or different switch/router
-24x7x365 Cybersecurity Monitoring

-SOC Cyber Threat Analysts

-Forensic Event Logging

-Monthly Active Scans

-Monthly Scan Reports

-Scans when new vulnerabilities are identified and reported
-Ability to readily update vulnerabilities to be scanned
-Prioritized Action Items

-Seculore's Unique Public Safety Threat Visibility
-Ongoing Incident Escalation and Response

15,200

7,600

Monthly Payment



CSW-M-HG

SeculLore CyberSight™ - Premier

-1 month of CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment
-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Weekly Reports

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness
-Dedicated SOC Analyst with optional weekly meeting
-Ongoing Incident Escalation and Response

3,658

CSW-C-M-HG

SeculLore CyberSight™Cloud - Premier

-1 month of CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per segment

-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Weekly Reports

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness
-Dedicated SOC Analyst with optional weekly meeting
-Ongoing Incident Escalation and Response

4,370




CSW-A-M-HG

SeculLore CyberSight™ - Premier Additional Monitoring

-1 month of CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment

-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness

-Dedicated SOC Analyst with optional weekly meeting

-Ongoing Incident Escalation and Response

-Analysis of data from additional network segment will be included in the
report prepared for the primary segment monitored at a weekly cadence

2,185

CSM-M-HG

Seculore CyberSight™ - Signature

-12 months CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment
-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Monthly Reports

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness
—-Dedicated SOC Analyst with optional monthly meeting
-Ongoing Incident Escalation and Response

2,945




CSM-A-M-HG

SeculLore CyberSight™ - Signature Additional Monitoring

-1 month of CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment

-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness

-Dedicated SOC Analyst with optional monthly meeting

-Ongoing Incident Escalation and Response

-Analysis of data from additional network segment will be included in the
report prepared for the primary segment monitored at a monthly cadence

2,185

CSS-M-HG

SeculLore CyberSight™ - Core

-1 month of CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment
-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Semi Annual Reports

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness
-Dedicated SOC Analyst with optional semi annual meeting
-Ongoing Incident Escalation and Response

1,392




CSS-A-M-HG

SeculLore CyberSight™ - Core Additional Monitoring

-1 month of CyberSight Service

-24x7x365 Cybersecurity Monitoring

-Unlimited devices monitored per physical segment

-SOC Cyber Team Threat Analysts

-Forensic Event Logging

-Prioritized Action Items

-Nationwide Public Safety Cyber Threat Awareness

-Dedicated SOC Analyst with option semi annual meeting

-Ongoing Incident Escalation and Response

-Analysis of data from additional network segment will be included in the
report prepared for the primary segment monitored at a semi annual
cadence

1,392




Cyber Incident Response Drills S 13,300
-Training Session (8 hours)

-Onsite at Customer Location

-For Management and Technical Staff

CIR-T-HG -Define Essential Roles

-Incident Response Overview

-Step-by-Step Drill Exercises for Three Common Attack Scenarios
-Based on FCC, DHS & NIST Guidelines

-Customizable

Training Session (4 hours) S 6,650
-Cyber or Advanced Training

-Cyber Attack Awareness

-Onsite at Customer Location

-One 4HR Session (two can be combined to create 8 hour class)
-IOT Acceptable Use

-Social Media Threats

-Infiltration Techniques

-Protection Best Practices

-Customizable

CA-T-HG

Cyber Incident Response Plan S 12,825
-Seculore's Professional Services Team will Create a Comprehensive
Cyber Incident Response Plan Based on FCC, DHS & NIST Guidelines
-Customized for your Network and Organizational Structure

Incident Response

IRP-HG




Cyber Incident Response Professional Services Reservation S 47,500
200 Hours IR Professional Services that may include but is not limited to:
-Cyber Strike Force Remote utilizing commercially reasonable efforts to
provide immediate assistance

-Prepositioned hardware for forensic captures

-SOC 24x7 incident oversight

-In-depth analysis of pre and post attack forensic data captures
-Containment & Remediation Guidance

-Meeting Support with Stakeholders

-Onsite assistance dependent on availability and may require additional
travel costs to be approved prior to service

-Response hours will expire if CyberSight service is discontinued or after 5
years from purchase, whichever comes sooner

IRR-200-HG

HR-CC-HG Per Hour Rate for Incident Response Prof. Services - Current Customer S 333
Per Hour Rate for Incident Response Prof. Services - Prospective Customer| $ 428

HR-NCC-HG

Install Fees

Installation of CyberSight hardware S 1,615
Daily Rate

INS-HG - Onsite technical assistance with installation of hardware
- Includes all travel fees

- Daily rate, two day minimum for installs that require flight




